British Airways Data Breach

We are proactively monitoring the updated British Airways data breach

We will contact you if we suspect fraudulent activity on your
Account. There is no need to take any action at this time. You
will not be liable for any fraudulent charges and you can

continue to use your Card. You can sign up for free fraud and
account activity notifications via SMS and email.

Sign up to Alerts
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Your Internet security settings suggest that one or more
files may be harmful. Do you want to use it anyway?

C:\Users\kvaniea\Desktop
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How do | decide whether to unblock these files?




"Missed Delivery Attempt—Reschedule Online"

- EVRI | HERMES <tenmisiek@spoko.pl> O « & ~ &
To: 2c4dbdbb623de4a75f095 <kvaniea@inf.ed.ac.uk> Fri 11/15/2024 10:

“This email was sent to you by someone outside the University.

You should only click on links or attachments if you are certain that the email is genuine and the content is
‘safe.

Hi,
We stopped by to deliver your package today, but we couldn’t complete the
delivery. Here's why:

« [} No one was home when we tried to drop it off.

« B The address might need a quick double-check.
No worries—we’re here to help you get your order ASAP!

Here’s what you can do next:

«  Update Your Info: Make sure your address is correct.

»  Reschedule Delivery: Pick a date and time that works better for you.

Claim Package

We'll hold your package for the next 3 days. If we don’t hear back by then, it
may be returned to the sender.

Need help? Contact our support team.

Thank you for choosing us!

© Evri 2023 | Evri Limited. Registered in England and Wales No. 03900782.
Registered office: Capitol House, 1 Capitol Close, Morley, Leeds, LS27 OWH



Y You've been hdcked - 824 <tdbrktsy@pexaltecalum.ca> @ “« &« ~

To: You <victim824@e-mail> Sun 1/19/2025 15:02

? High importance

This email was sent to you by someone outside the University.

You should only click on links or attachments if you are certain that the email is genuine
and the content is safe.

Hello there,

Let's get straight to the point.
We've known each other for a while, at least | know.

A few months ago, | gained access to your device, including your internet history and webcam.
And | captured some footage (with audio) of you masturbating while watching a highly
controversial "adult" movies.

It's unlikely that you'd want your family, colleagues, or contacts to watch the videos you're
enjoying. Especially if it's your favorite genre.

(we both know what I'm talking about), | also plan to release these data on many websites and
expose the real you. At this stage, it will be impossible to undo it.

Want proofs? : just reply to this email and | will send one picture to your contacts.

You may ask how did | do that?

You allowed my ransomware to your device. After that, | gained remote access to it. After
infecting one device, | was able to access all other devices and your WiFi network without any
issue.

I'll just lay out a condition for you now. A little payment to save your reputation is a fair deal.

Transfer $2000 USD to my Bit-coin address

WALLET DETAILS: "14ggMMdoXoMKGHvyQh3UnreGZETFsBBBLC"
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