An Overview of SAL*
Saddek Bensalem, Vijay Ganesh, Yassine Lakhnech, Cesar Muñoz, Sam Owre, Harald Rueß,†John Rushby, Vlad Rusu, Hassen Saïdi, N. Shankar, Eli Singerman, Ashish Tiwari

Abstract
To become practical for assurance formal methods must be made more cost-effective and must contribute to both debugging and certification. Furthermore, the style of interaction must reflect the concerns of a designer rather than the peculiarities of a prover. SAL (Symbolic Analysis Laboratory) attempts to address these issues. It is a framework for combining different tools to calculate properties (i.e., performing symbolic analysis) of concurrent systems. The heart of SAL is a language, developed in collaboration with Stanford, Berkeley, and Verimag, for specifying concurrent systems in a compositional way. Our instantiation of the SAL framework augments PVS with tools for abstraction, invariant generation, program analysis (such as slicing), theorem proving, and model checking to calculate properties (i.e., perform symbolic analysis) of concurrent systems. We describe the motivation, the language, the tools, and their integration in SAL/PVS, and some preliminary experience of their use.

1 Introduction
To become practical for debugging, assurance, and certification, formal methods must be made more cost-effective. Obviously, incremental improvements to individual verification techniques will not suffice. It is our basic premise that a significant advance in the effectiveness and automation of verification of concurrent systems is possible by combining techniques from static analysis, model checking, and theorem proving in a truly integrated environment. A key idea is to change the perception (and implementation) of model checkers and theorem provers from tools that perform verifications to ones that calculate properties such as slices, abstractions and invariants. In this way, big problems are cut down to manageable size, and properties of big systems emerge from those of reduced subsystems obtained by slicing, abstraction, and composition. By iterating through several such steps, it becomes possible to incrementally accumulate properties that eventually enable computation of a substantial new property—which in turn enables accumulation of further properties. In this way, the style of interaction reflects the concerns of a designer rather than the peculiarities of a logical engine.

SAL (Symbolic Analysis Laboratory) addresses these issues. It is a framework for combining different tools for abstraction, program analysis, theorem proving, and model checking toward the calculation of properties (symbolic analysis) of concurrent systems expressed as transition systems. The heart of SAL is an intermediate language, developed in collaboration with Stanford, Berkeley, and Verimag for specifying concurrent systems in a compositional way. This language serves as the target for translators that extract the transition system description for popular programming languages such as Esterel, Java, or Verilog. The intermediate language also serves as a common description from which different analysis tools
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can be driven by translating the intermediate language to the input format for the tools and translating the output of these tools back to the SAL intermediate language.

This paper is structured as follows. In Section 2 we describe the motivation and rationale behind the design of the SAL language and give an overview of its main features. The main part, Section 3, describes various components like slicing, invariant generation, abstraction, model-checking, simulation, and theorem proving together with their integration into the SAL tool. Section 4 concludes with some remarks.

2 The SAL Common Intermediate Language

Mechanized formal analysis starts from a description of the problem of interest expressed in the notation of the tool to be employed. Construction of this description often entails considerable work: first to recast the system specification from its native expression in C, Esterel, Java, SCR, UML, Verilog, or whatever, into the notation of the tool concerned, then to extract the part that is relevant to the analysis at hand, and finally to reduce it to a form that the tool can handle. If a second tool is to be employed for a different analysis, then a second description of the problem must be prepared, with considerable duplication of effort. With $m$ source languages and $n$ tools, we need $m \times n$ translators. This situation naturally suggests use of a common intermediate language, where the numbers of tools required could be reduced to $m + n$ translators.

A useful intermediate language for describing concurrent systems in terms of composition and hiding operations, however, cannot provide just bare transition relations, for we will want to support various transformations and analyses on the intermediate representation and these will be inefficient or ineffective if too much of the structure and ‘intent’ of the original specification is lost by flattening it out into a plain transition relation.

For these reasons, the SAL intermediate language is a rather rich language. In the sequel, we give an

mutex : CONTEXT =
BEGIN
PC: TYPE = \{trying, critical, sleeping\}
mutex [tval:boolean] : MODULE =
BEGIN
INPUT pc2: PC, x2: boolean
OUTPUT pc1: PC, x1: boolean
INITIALIZATION
TRUE --> INIT(pc1) = sleeping;
INIT(x1) = tval
TRANSITION
pc1 = sleeping
--> pc1' = trying; x1' = (x2=tval)
[]
pc1 = trying AND
(pc2=sleeping OR x1 = (x2=tval))
--> pc1' = critical
[]
pc1 = critical
--> pc1' = sleeping; x1' = (x2=tval)
END

system: MODULE =
HIDE x1,x2
(mutex[FALSE]
|| RENAME pc2 T0 pc1,
  x2 T0 x1,
  pc1 T0 pc2,
  x1 T0 x2
  mutex[TRUE])

mutualExclusion: THEOREM
system |- AG(NOT(pc1=critical AND pc2=critical))
eventually1: LEMMA system |- EF(pc1=critical)
eventually2: LEMMA system |- EF(pc2=critical)
END

Figure 1: Mutual Exclusion
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overview of the main features of the SAL type language, the expression language, the module language, and the context language. For a precise definition and semantics of the SAL language, including comparisons to related languages for expressing concurrent systems, see [18].

The type system of SAL supports basic types such as booleans, scalars, integers and integer subranges, records, arrays, and abstract datatypes. A bit-vector is just an array of Booleans. Expressions are strongly typed. The expressions consist of constants, variables, applications with Boolean, arithmetic, and bit-vector operations, and array and record selection and updates. Conditional expressions are also part of the expression language and user-defined functions may also be introduced.

A module is a self-contained specification of a transition system in SAL. Usually, several modules are collected in a context. Contexts also include type and constant declarations. A transition system module consists of a state type, an initialization condition on this state type, and a binary transition relation of a specific form on the state type. The state type is defined by four pairwise disjoint sets of input, output, global, and local variables. The input and global variables are the observed variables of a module and the output, global, and local variables are the controlled variables of the module. It is good pragmatics to name a module. This name can be used to index the local variables so that they need not be renamed during composition. Also, the properties of the module can be indexed on the name for quick look up.

Consider, for example, the SAL specification of a variant of Peterson’s mutual exclusion algorithm in Figure 1. Here the state of the module consists of the controlled variables corresponding to its own program counter pc1 and boolean variable x1, and the observed variables are the corresponding pc2 and x2 of the other process.

Both the initializations and transitions are specified by guarded assignments. Each guarded command consists of a guarded formula and an assignment part. The guard is a boolean expression in the current controlled (local, global, and output) variables and current and next input variables. The assignment part is a list of equalities between a left-hand side next variable and a right-hand side expression in current and next variables. Hereby, priming $x'$ is used to denote next variables.

Parametric modules allow the use of logical (state-independent) and type parameterization in the definition of modules. Module mutex in Figure 1, for example, is parametric in the Boolean $tval$. Furthermore, modules in SAL can be combined by either synchronous $||$ or asynchronous composition $[]$. Two instances of the mutex module, for example, are conjoined synchronously to form a module called system. This combination also uses hiding and renaming. Output and global variables can be made local by the hide construct. Furthermore, the SAL module language includes synchronous and asynchronous multicomposition. One of the features of the SAL language is that every composed module can be transformed to a SAL base-module.

Besides declaring new types, constants, or modules, SAL also includes constructs for stating module properties and abstractions between modules. CTL formulas are used, for example, in Figure 1 to state safety and liveness properties about the combined module system.

The form of composition in SAL supports a compositional analysis in the sense that any module properties expressed in linear-time temporal logic or in the more expressive universal fragment of CTL* are preserved through composition. A similar claim holds for asynchronous composition with respect to stuttering invariant properties where a stuttering step is one where the local and output variables of the module remain unchanged.

Because SAL is an environment where theorem proving as well as model checking is available, absence of causal loops in synchronous systems is ensured by generating proof obligations, rather than by more restrictive syntactic methods as in other languages.

$$X = \text{IF} A \ \text{THEN} \ \text{NOT} \ Y \ \text{ELSE} \ C \ \text{ENDIF}$$
$$Y = \text{IF} A \ \text{THEN} \ B \ \text{ELSE} \ X \ \text{ENDIF}$$

For example, the pair of assignments above is accept-
able in SAL because we can prove that $x$ is *causally dependent* on $y$ only when $A$ is true, and vice-versa only when it is *false*—hence there is no causal loop.

3 SAL Components

The core of the SAL tool includes the usual infrastructure for parsing or type-checking. It also allows to integrate translators and specialized components for computing and verifying properties of transition systems. These components are loosely coupled and communicate through well-defined interfaces. An invariant generator may expect, for example, various application specific flags and a SAL base module, and it generates a corresponding assertion in the context language together with a justification of the invariant. The SAL tool keeps tracks of the dependencies between generated entities, and provides capabilities similar to proof-chain analysis in theorem proving systems like PVS.

The main ingredients of the SAL tool are specialized components for computing and verifying properties of transition systems. Currently, we have integrated various components for providing some basic capabilities for analyzing SAL specifications such as

- Validation based on theorem proving, model-checking, or animation;
- Abstraction and invariant generation;
- Generation of Counterexamples;
- Slicing.

We describe these components in more detail below.

3.1 Backend translations

We have developed translators from the SAL intermediate language to PVS, SMV, and Java for validating SAL specifications by means of theorem proving (in PVS), model-checking (in SMV), and for animation (Java). These compilers implement *shallow structural embeddings* [24] of the SAL language, that is, SAL types and expressions are given a semantics with respect to a model defined by the logic of the target language. The compilers performs a limited set of semantic checks. These checks mainly regard the use of state variables. More complex checks, as for example type checking, are left to the verification tools. Although a decompilation tool has not yet been developed, we believe that a structural embedding is a cost effective way to provide readable and manageable encodings of SAL specifications.

3.1.1 Theorem Proving: SAL to PVS

A context in SAL contains global definitions of types, constants, and logical objects. Contexts are translated into PVS theories.

Modules are translated as parametric theories containing a record type to represent the state type, a predicate over states to represent the initialization condition, and a relation over states to represent the transition relation. Figure 2 describes a typical translation of a SAL module in PVS. Notice that initializations as well as transitions may be nondeterministic.

Compositions of modules are embedded as logical operations on the transition relations of the corresponding modules: disjunction for the case of asynchronous composition, conjunction for the case of synchronous composition. Hiding and renaming operations are modeled as morphisms on the state types of the modules. Logical properties are encoded via the temporal logic of the PVS specification language.

3.1.2 Model Checking: SAL to SMV

SAL modules are mapped to SMV modules. Type and constant definitions appearing in SAL contexts are directly expanded in the SMV specifications. Output and local variables are translated to variables in SMV. Input variables are encoded as parameters of SMV modules.

The nondeterministic assignment of SMV is used to express the arbitrary choosing of an enabled SAL transition. Roughly speaking, two extra variables are introduced. The first is assigned nondeterministically with a value representing a SAL transition. The guard of the transition represented by this variable is the first guard to be evaluated. The second variable loops over all transitions starting from the cho-
module[para:Parameters] : THEORY
BEGIN
  State : TYPE = [#
      input : InputVars,
      output : OutputVars,
      local : LocalVars
#]
  state, next : VAR State
  initialization(state):boolean =
      (guard_init_1 AND
       output(state) = ... AND
       local(state) = ...)
      OR ... OR (guard_init_n AND ...)
  transitions(state, next):boolean =
      (guard_trans_1 AND
       output(next) = output(state) WITH [...] AND
       local(next) = local(state) WITH [...] )
      OR ... OR
      (guard_trans_m AND ...)
      OR
      (NOT guard_trans_1 AND ... AND
       NOT guard_trans_m AND
       output(next) = output(state)
       local(next) = local(state))

Figure 2: A SAL module in PVS

The state type of a SAL module is represented by a class containing fields for the input, output, and local variables. In order to simulate the nondeterminism of the initialization conditions, we have implemented a random function that arbitrarily chooses one of the initialization transitions satisfying the guard.

Each transition is translated as a Java thread class. At execution time, all the threads share the same state object. We assume that the Java virtual machine is nondeterministic with respect to execution of threads. The main function of the Java translation creates one state object and passes the object as an argument to the thread object constructors. It then starts all the threads. Safety properties are encoded by using the exception mechanism of Java, and are checked at run time.

3.1.4 Case Study: Flight Guidance System

Mode confusion is a concern in aviation safety. It occurs when pilots get confused about the actual states of the flight deck automation. NASA Langley conducts research to formally characterize mode confusion situations on avionics systems. In particular, a prototype of a Flight Guidance System (FGS) has been selected as a case study for the application of formal techniques to identify mode confusion problems. FGS has been specified in various formalisms (see [21] for a comprehensive list of related work). Based on Lärttgen and Careño works, we have developed a complete specification of FGS in SAL. The specification has been automatically translated to SMV and PVS, where it has been analyzed. We did not experience any significant overhead in model-checking translated SAL models compared to hand-coded SMV models. This case study is available at http://www.icase.edu/~munoz/sources.html.

3.2 Invariant Generation

An invariant of a transition system is a state property that holds at a state of the system whenever that state is either an initial state or the successor of some state that satisfies that property. In other words, if a state satisfies invariance property, then all of the
states that can be reached via a single transition from that state also have that property.

Let $\mathcal{SP}(T, \phi)$ denote the formula that represents the set of all states that can be reached from any state in $\phi$ via a single transition of the system $T$, and $\Theta$ denote the formula that denotes the initial states. A formula $\phi$ is an inductive invariant for the transition system $T$ if (i) $\Theta \rightarrow \phi$; (ii) $\mathcal{SP}(T, \phi) \rightarrow \phi$.

We illustrate the definition of invariants through two examples. First we show that the formula characterizing exactly the set of reachable states is an invariant for any given transition system. To see this note that (i) the set of initial states of any transition system are reachable states, and (ii) any state that can be reached via one transition from a reachable state is also reachable (by definition).

As a second example, consider the mutex example in Figure 1. Since our method currently only deals with basemodules, we use one of the core capabilities of SAL to transform the composed system to a basemodule. The property that the two components do not enter their critical section simultaneously is not an invariant. Formally, this property can be written as $\text{NUT}(pc1 = \text{critical} \land pc2 = \text{critical})$. The reason that this property is not an invariant follows from observing that the state where $pc1 = \text{critical}, x1 = \text{true}$, and $pc2 = \text{trying}, x2 = \text{true}$ satisfies the property above, but one of its successor, namely $pc1 = \text{critical}, x1 = \text{true}, pc2 = \text{critical}, x2 = \text{true}$ does not.

Invariants for a given transition system can be used to prove several safety properties ($AG\phi$ type properties) of the system. For instance, in the context of MUTEX, one such property is that the two components never enter the critical section simultaneously. If we have an invariant $\psi$ for MUTEX such that we can prove that $\psi \rightarrow \phi$, then we can conclude that the property $AG\phi$ holds for MUTEX [7].

Invariant generation is also closely associated with the process of getting useful abstractions of the transition system [28]. Next we turn our attention to the problem of automatically generating invariants for arbitrary transition systems.

We recall that for a given transition system $T$ and a set of states described by formula $\phi$, the notation $\mathcal{SP}(T, \phi)$ denotes the formula that characterizes all states reachable from states $\phi$ using exactly one transition from $T$. If $\Theta$ denotes the initial state, then it follows from the definition of invariants that any fixed-point of the operator $F(\phi) = \mathcal{SP}(T, \phi) \lor \Theta$ is an invariant.

Notice that the computation of strongest postconditions introduces existentially quantified formulas. Due to novel theorem proving techniques based on the combination of a set of ground decision procedures and quantifier elimination we are able to effectively reason about these formulas in many interesting cases.

It is a simple observation that not only is the greatest fixed point of the above operator an invariant, but every intermediate $\phi_i$ generated in an iterated computation procedure of greatest fixed point also is an invariant.

$$
\phi_0 : \text{true} \\
\phi_{i+1} : \mathcal{SP}(T, \phi_i) \lor \Theta
$$

A consequence of the above observation is that we don’t need to detect when we have reached a fixed point in order to output an invariant.

As a technical point about implementation of the above greatest fixed point computation in SAL, we mention that we break up the (possibly infinite) state space of the system into finitely many (disjoint) control states. In the MUTEX example, nine different control states are defined by the different possible values of the $pc1$ and $pc2$ variables. Thereafter, rather than working with the global invariants $\phi_i$, we work with local invariants that hold at particular control states. The iterative greatest fixed point computation can now be seen as a method of generating invariants based on affirmation and propagation [6].

A symbolic fixed point computation procedure suffers from the problem of termination. It is not easy to detect when we have reached a fixed point, because, detecting this essentially involves deciding if the current invariant, and the next invariant are (first-order) equivalent formulas. Even when they are, the proof being used may not come back with the correct answer. A second problem with the proposed method is that the greatest fixed point is usually a weak invariant; we are currently working on improvements.
3.3 Slicing

Program analyses like slicing can help remove code irrelevant to the property under consideration from the input transition system which may result in a reduced state-space, thus easing the computational needs of subsequent model checking efforts. Our slicing tool [16] accepts an input transition system which may be synchronously or asynchronously composed of multiple modules written in SAL and the property under verification. The property under verification is converted into a slicing criterion and the input transition system is sliced with respect to this slicing criterion. The slicing criterion is merely a set of local/output variables of a subset of the modules in the input SAL program that are not relevant to the property. The output of the slicing algorithm is another SAL program similarly composed of modules wherein irrelevant code manipulating irrelevant variables from each module has been sliced out. For every input module there will be an output module, empty or otherwise. In a nutshell the slicing algorithm does a dependency analysis of each module and computes backward transitive closure of the dependencies. This transitive closure would take into return only a subset of all transitions in the module. We call these transitions observable and the remaining transitions are called silent transitions. We replace silent transitions with skips.

3.4 Connecting InVest with SAL

So far we have described specialized SAL components that provide core features for the analysis of concurrent systems, but we have also integrated the stand-alone InVest [5] into the SAL framework. Besides compositional for constructing abstraction and features for generating counterexamples from failed verification attempts, InVest introduces alternative methods for invariant generation to SAL. InVeSt not only serves as a backend tool for SAL but also has been connected to the IF laboratory [8], Aldebaran [9], TGV [15] and Kronos [14].

The salient feature of InVeSt is that it combines the algorithmic with the deductive approaches to program verification in two different ways. First, it integrates the principles underlying the algorithmic (e.g., [10, 20]) and the deductive methods (e.g., [22]) in the sense that it uses fix-point calculation as in the algorithmic approach but also the reduction of the invariance problem to a set of first-order formulas as in the deductive approach. Second, it integrates the theorem prover PVS [25] with the model-checker SMV [23] through the automatic computation of finite abstractions. That is, it provides the ability to automatically compute finite abstractions of infinite state systems which are then analyzed by SMV or, alternatively, by the model-checker of PVS. Furthermore, InVeSt supports the proof of invariance properties using the method based on induction and auxiliary invariants (e.g., [22]) as well as the method based on abstraction techniques [11, 20, 13, 19, 2, 12]. Hereby, we are using PVS as a backend tool and we depend heavily on its theorem proving capabilities for deciding myriad of verification conditions.

3.4.1 Abstraction

InVeSt provides also a module that allows to compute an abstract system from a given concrete system and an abstraction function. The method underlying this module is presented in [4]. The main features of this method is that it is automatic and compositional. It computes an abstract system \( S^a = S_1^a \parallel \cdots \parallel S_n^a \), for a given system \( S = S^1 \parallel \cdots \parallel S^n \) and abstraction function \( \alpha \), such that \( S \) simulates \( S_\alpha \) is guaranteed by the construction. Hence, by known preservation results, if \( S_\alpha \) satisfies an invariant \( \varphi \) then \( S \) satisfies the invariant \( \alpha^{-1}(\varphi) \). Since the produced abstract system is not given by a graph but in a programming language, one still can apply all the known methods
for avoiding the state explosion problem, while analyzing $S_a$. Moreover, it generates an abstract system which has the same structure as the concrete one. This gives the ability to apply further abstractions and techniques to reduce the state explosion problem and facilitates the debugging of the concrete system. The computed abstract system is optionally represented in the specification language of PVS or in that of SMV.

The basic idea behind our method of computing abstractions is simple. In order to construct an abstraction of $S$, we construct for each concrete transition $\tau_c$ an abstract transition $\tau_a$. To construct $\tau_a$ we proceed by elimination starting from the universal relation, which relates every abstract state to every abstract state, and eliminate pairs of abstract states in a conservative way, i.e. it is guaranteed that after elimination of a pair the obtained transition is still an abstraction of $\tau_c$. To check whether a pair $(a, a')$ of abstract states can be eliminated we have to check that the concrete transition $\tau_c$ does not lead from any state $c$ with $\alpha(c) = a$ to any state $c'$ with $\alpha(c') = a'$. This amounts to proving a Hoare triple. The elimination method is in general too complex. Therefore, we combine it with three techniques that allow to check many fewer Hoare triples. These techniques are based on partitioning the set of abstract variables, using substitutions, and a new preservation result which allows to use the invariant to be proved during the construction process of the abstract system.

We implemented our method using the theorem prover PVS [25] to check the Hoare triples generated by the elimination method. The first-order formulas corresponding to these Hoare triples are constructed automatically and a strategy that is given by the user is applied. In [1] we developed also a general analysis methodology for heterogeneous infinite-state models, extended automata operating on variables which may range over several different domains, based on combining abstraction and symbolic reachability analysis.

3.4.2 Generation of Invariants

There are two different way to generate invariants in InVeSt. First, we use calculation of pre-fix-points by applying the body of the backward procedure a finite number of times and use techniques for the automatic generation of invariants (cf. [3]) to support the search for auxiliary invariants. The tool provides strategies which allow to derive local invariants, that is, predicates attached to control locations and which are satisfied whenever the computation reaches the corresponding control point. InVeSt includes strategies for deriving local invariants for sequential systems as well as a composition principle that allows to combine invariants generated for sequential systems to obtain invariants of a composed system. Consider a composed system $S_1 \parallel S_2$ and control locations $l_1$ and $l_2$ of $S_1$ and $S_2$, respectively. Suppose that we generated the local invariants $P_1$ and $P_2$ at $l_1$ and $l_2$, respectively. Let us call $P_i$ interference independent, if $P_i$ does not contain a free variable that is written by $S_j$ with $j \neq i$. Then, depending on whether $P_i$ is interference independent we compose the local invariants $P_1$ and $P_2$ to obtain a local invariant at $(l_1, l_2)$ as follows: if $P_i$ is interference independent, then we can affirm that $P_i$ is an invariant at $(l_1, l_2)$ and if both $P_1$ and $P_2$ are interference dependent, then $P_1 \lor P_2$ is an invariant at $(l_1, l_2)$. This composition principle proved to be useful in the examples we considered. However, examples showed that predicates obtained by this composition principle can become very large. Therefore, we also consider the alternative option where local invariants are not composed until they are needed in a verification condition. Thus, we assign to each component of the system two lists of local invariants. The first corresponds to interference independent local invariants and the second to interference dependent ones. Then, when a verification condition is considered, we use heuristics to determine which local invariants are useful when discharging the verification condition. A useful heuristic concerns the case when the verification condition is of the form $(pc(1) = l_1 \land pc(2) = l_2) \Rightarrow \phi$, where $pc(1) = l_1 \land pc(2) = l_2$ asserts that computation is at the local control locations $l_1$ and $l_2$. In this case, we combine the local invariants associated to $l_1$ and $l_2$ and add the result to the left-hand side of the implication.

Second, we use abstraction generating invariants at the concrete level: Let $S_{a_1}$ the result of the ab-
straction of a concrete system \( S \), the set of reachable states denoted by \( \text{Reach}(S_{\alpha}) \) is an invariant of \( S_{\alpha} \) (the strongest one including the initial configurations in fact). We developed a method that extract the formula which characterizes the reachable states from the BDD. Hence, \( \alpha^{-1}(\text{Reach}(S_{\alpha})) \) is an invariant of the concrete model \( S \). This invariant can be used to strengthen \( \varphi \) and show that it is an invariant of \( S \).

### 3.4.3 Analysis of Counterexamples

The generation of the abstract system is completely automatic and compositional as we consider transition by transition. Thus, for each concrete transition we obtain an abstract transition (which might be nondeterministic). This is a very important property of our method, since it enables the debugging of the concrete system or alternatively enhancing the abstraction function. Indeed, the constructed abstract system may not satisfy the desired property, for three possible reasons:

1. the concrete system does not satisfy the invariant,
2. the abstraction function is not suitable for proving the invariant,
3. or the provided proof strategies are too weak.

Now, a model-checker such as SMV provides a trace as a counterexample, if the abstract system does not satisfy the abstract invariant. Since we have a clear correspondence between abstract and concrete transitions, we can examine the trace and find out which of the three reasons listed above is the case. In particular if the concrete system does not satisfy the invariant then we can transform the trace given by SMV to a concrete trace, thus generating a concrete counterexample.

### 3.5 Sal to Sal Abstraction

In addition to the InvEst abstraction mechanisms, we implemented boolean abstraction of SAL specification. We use the boolean abstraction scheme defined in [17] that uses predicates over concrete variables as abstract variables, to abstract infinite or large state systems into finite state systems analyzable by model-checking. The advantage of using boolean abstractions can be summarized as follows:

- Any abstraction to a finite state system can be expressed as a boolean abstraction.
- The abstract transition relation can be represented symbolically using Binary Decision Diagram (BDDs). Thus, efficient symbolic model-checking [23] can be effectively applied.
- We have defined in [28] an efficient algorithm for the construction of boolean abstractions. We also designed an efficient refinement technique that allows us to refine automatically an already constructed abstraction until the property of interest is proved or a counter-example is generated.
- Abstraction followed by model-checking and successive refinement is an efficient and more powerful alternative to invariant generation techniques such as the ones presented in [6, 7].

### 3.5.1 Automatic construction of boolean abstractions

The automatic abstraction module takes as input a SAL basemodule and a set of predicates defining the boolean abstraction. Using the algorithm in [28] we automatically construct the corresponding abstract transition system. Hereby, we rely heavily on the PVS decision procedures.

Figure 3 and 4 display a simple SAL module and its abstraction where the boolean variables \( B_1, B_2 \) and \( B_3 \) corresponds to the predicates \( x > 0, y > 0, \) and \( z > 0 \). Notice that the assignment to \( B_3 \) is nondeterministically chosen from the set \{TRUE, FALSE\}.

### 3.5.2 Explicit Model-Checking

SAL modules of finite state can be translated to SMV for model-checking as explained above. However, current model-checkers usually do not allow to
access their internal data structures where intermediate computation steps of the model-checking process can be exploited. For this reason, we implemented an efficient explicit-state model-checker for SAL systems obtained by boolean abstraction. The abstract SAL description is translated into an executable Lisp code that performs the explicit state model checking procedure allowing us to explore about twenty thousands of states a second. This procedure builds an abstract state graph that can be exploited for further analysis. Furthermore, additional abstractions can be applied on the fly while the abstract state graph is built.

3.5.3 Automatic Refinement of Abstractions

When model-checking fails to establish the property of interest, we use the results developed in [27, 28] to decide whether the constructed abstraction is too coarse and needs to be refined, or that the property is violated in the concrete system and that the generated counter-example corresponds indeed to an execution of the concrete system violating the property. This is done by examining the generated abstract state graph. The refinement technique computes the precondition to a transition where nondeterministic assignments occur. The preconditions corresponding to the cases where the variables get either **TRUE** or **FALSE** define two predicates that are used as new abstract variables. The following transition

\[ B3 \rightarrow B2'=TRUE, B3'=\{TRUE, FALSE\} \]

can be automatically refined to

\[ B3 \rightarrow B2'=TRUE, B3'=B4, B4'=FALSE, B5' = FALSE \]

where B4 and B5 correspond to the predicates y=1 and y>1, respectively.

4 Conclusions

SAL is a tool that combines techniques from static analysis, model checking, and theorem proving in a truly integrated environment. Currently, its core is realized as an extension of the PVS system and has a well-defined interface for coupling specialized analysis tools. So far, we have been focusing on developing and connecting back-end tools for validating SAL specifications by means of animation, theorem proving, and model checking, but also for computing abstractions, slices, and invariants of SAL modules. There are as yet no automated translators into the SAL language. Primary candidates are translators for source languages such as Java, Verilog, Esterel, Statecharts, or SDL. Since SAL is an open system
with well-defined interfaces, however, we hope others will write those if the rest of the system proves effective.

Although our experience with using the combined power of several forms of mechanized formal analysis in the SAL system is still rather limited, we predict that proofs and refutations of concurrent systems that currently require significant human effort will soon become routine calculations.
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